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Abstract— Technology plays a vital role in each and every part of 
the world. In particular “Cloud” computing - a moderately 
recent term, which characterizes the paths to develop the 
advancement in the world of computer science. Because of this 
the technology has development in the field of IT industry now.  
Further, Cloud provides an affordable environment for its users 
and different services such as SaaS (Software as a service), PaaS 
(Platform as a service), and IaaS (Infrastructure as a Service).  

Firstly, a software application is authorized by the 
software provider and that can be purchased and used on 
demand in SaaS model. Accordingly, this kind of service is run on 
cloud and various end users are effectively using it. In the world 
of global development, the Indian Railways has turned out to be 
one of the most important organizations in creating revenue 
through transportation. The first operations were started in the 
year 1853, and the network of the Indian Railways has grown so 
widely that it has become the most popular transportation system 
all around the country. Moreover, it is true that the organisation 
has captivated the progress of railway technology in tune with the 
requirement of moving large volumes of passenger and freight 
traffic.  

The operational hub of Indian Railways consists of 68 
Divisions and 9 Area Control Offices which are directly 
associated with monitoring the running of passenger and freight 
services. Train operations on the Indian Railways are controlled 
and monitored by the Control Rooms in each of the seventy seven 
divisional/ area control offices. The Control Room is the nerve 
centre of the division. The fluidity of train movements over the 
jurisdiction of the division is dependent on the efficiency of the 
Control Room operations. The Control office, by its very nature 
never shuts down and works all hours of the day and every day of 
the week. The Control Office Application (COA) has changed the 
way the trains are monitored as train movements are captured in 
real time and movement of scheduled and unscheduled trains 
planned and controlled through the computer aided interface.  

The Control Office Application (COA) is the latest addition to 
train operations related IT applications. Along with Freight 
Operations Information System (FOIS), COA has led to all 
information on train operations being computer generated. It is 
this application that feeds the National Train Enquiry System 
(NTES) that provides passengers up to date information on train 
running. COA also provides train operations information to 

FOIS and ICMS also. The objective of the Indian Railways is to 
further improve the operations by using technological aids that 
enable quicker data capture and intelligent applications that 
provide better planning and forecasting tools. To overcome these 
issues, in cloud computing, we can use SaaS (software as a 
service). In this paper, we have a created structure for a software 
module to solve issues of hardware, software, server and agents. 
It is felt that the proposed software module can be installed in the 
cloud for the better performance of COA.  

 Keywords-COA, SaaS, PaaS, IaaS. FOIS, NTES  

I.  INTRODUCTION 
The Software is becoming more important tool for 

performing the smart work. In that Cloud computing 
environment [1] gives internet based platforms which are used 
for the development of computer technology. The several of 
computing concepts are dealt here. Around the new 
technology, the innovative envelope is “Cloud”. The resources 
are collected and managed automatically in the cloud 
computing. The personal and public information are stored on 
the cloud computing where the world relies at present [2]. For 
each and every user the main requirement is the Cloud 
computing, and according to the users’ needs, the relevant 
services, hardware and software is provided. Through the rapid 
growth of the Internet, the requirement of user’s is realized 
with their needs which are different and changing. An 
extension of the parallel computing, grid computing and 
distributed computing is the cloud computing. It has taken up  a 
central role for providing computing service, convenient data 
storage, secure and quick software development environment. 
Many Companies that might be measured as the giant of 
software industry like Microsoft are amalgamating to develop 
Cloud services. From any network device, all the data and 
application can be accessed in safe and secure manner on the 
cloud computing environment [3]. The following are types of 
cloud [17]: 

A. Private Cloud 
This Private Cloud is also called as on-premises [4] or an 
internal Cloud. This is administered and controlled by a single 
organization or a group where it is also termed as on-premise 
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cloud or an internal cloud, the cloud which is held by the same 
organization and which gives a limited access to its services to 
the consumers and resource in private cloud. The privacy, 
governance and security are maintained by controlling the 
consistency level when only one organization is operated and 
managed by the infrastructure provider.  
 

B. Public Cloud 
The term Public Cloud is also popularly named as cloud of 
multitenant or external cloud [5]. It is open and commonly 
used by general public. A combination of organizations or 
government organizations own and manages the cloud. It is 
referred to as multi-tenant cloud or external cloud, an 
explicitly available model in the cloud environment is 
represented by this model and it can be accessed by general 
public. The Customers can access resources and pay for the 
operating resources. Public Cloud can host individual services 
as well as collection of services. 

C. Community Cloud 
It has transformed to a unique purpose of cloud environment 
which is shared and managed by a number of related 
organizations and it is contributing in a common platform or 
vertical market. The common concerns like compliance, 
security, governance etc is shared in a community by many 
organizations and this model is deployed in the sharing of 
resources. In a vertical market or common domain, the 
participation of numbers of related organizations which is 
shared and managed by the special purpose cloud is generally 
referred to as community cloud [6]. 

D. Hybrid Cloud 
The cloud infrastructure like private, public or community are 
already known and this type of cloud is a combination of any 
two or more but is bound together and the application 
portability and data is standardized which has enabled this 
technology. The merger of the private and public is called as a 
hybrid cloud [7]. It provides the benefits of multiple 
deployment models. It facilitates the venture to manage 
consistent state of workload in a private cloud. 
 

The Control Office Application is a complex application 
which caters to the complete load of a Division responsible for 
running 100’s of trains every day [8]. The application is 
centred around validation of a large chunk of referential data 
about stations, sections, trains, locomotives, coaches, wagons, 
running characteristics etc and the response time envisaged is 
less than a milli second to facilitate advance planning of 
following movements based on the running characteristics of 
the train and the infrastructural constraints. In this present 
experimental method, it is attempted to introduce our software 
module which would reduce the cost of software maintenance 
and hardware requirements by migrating the application to the 
cloud.  
 

II. SOFTWARE AS A SERVICE (SAAS) 
A software application is authorized by the software provider 
and that can be purchased and used on demand in SaaS model 
[9]. This type of service is run on cloud and multiple end users 
are using it. Mainly, it runs on web browser e.g. Gmail- a 
popular SaaS product. And also generally it is billed based on 
usage and have multi tenant environment. The application(s) 
can be accessed through the network from various clients (web 
browser, mobile phone etc). Further, it does not involve any 
client installation or network connectivity but can be accessed 
through any client device or browser [10]. A single user can 
alter the configuration setting option in the traditional 
enterprise software like an application customization on the 
SaaS which also provides the application support for the 
configuration option and enable every user to have his/her 
own configuration option setting. The applications were 
considered and it is tailored to the degree on the basis of the 
set of predefined configuration options. On a cloud 
infrastructure [17], the competence provided to the customer is 
to employ the provider’s applications to run it. Through the 
thin interface of client like web-based email from various 
clients, the application can be accessed. The configuration 
setting is of exception to limited user-specific application and 
the following capabilities like servers, storage, operating 
system, network or capability of an individual application 
[11], which are underlying on the cloud infrastructure and 
these are not managed or controlled by the users.  

 
Figure 1: Cloud Software as a Service 
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Figure 2: Software Service used in many applications 
 

III. SOFTWARE LICENSING IN THE CLOUD ENVIRONMENT 
All software is free in many dreams of a world.  In the real 
part of the world, however, software authorization [12] is not 
leaving us any time soon.  For that many companies have to 
spend enormous resources in researching, developing, and 
supporting the high quality applications, which should recover 
that investment.  Being an end user, we have to decide as to 
whether to search for a free alternative or for using a 
proprietary software by paying to a vendor when there is 
sufficient value for that or go in open source that suits our 
needs.  In the present and future, the end use of an application 
becomes the deciding factor to go for commercial software. It 
may be noted that the use for an application at present and 
future is a vital consideration in the software licensing. The 
following are the important types of licensing of the software 
[17] in the cloud: 

A. Perpetual Software Licensing 
With certain conditions and terms,  it makes you to work an 

application as long as you wish in the form of software 
licensing [13].  It varies in the limitations like how many or 
who may use the software. Even If you decide to stop paying 
for the software, you can continue to use the application and 
upgrades and technical support is provided by some vendors. 

To the cloud computing, the software licensing is user 
friendly and it is very trouble free and unique.  The activity 
with two traders i.e., application vendor and cloud vendor 
should be managed when an end-user has subscribed to an IaaS 
(Infrastructure as a Service).  The most of the product update 
(when an application is accredited in a SaaS (Software as a 
Service) is delivered by a cloud service provider.  While 
calculating ROI on this model, the activity becomes more 
multifaceted and full of insecurity, requiring a bit of a “leap of 
faith”.  As a result of this, the outcome is for using the software 
is paid by your customers, and in turn you should reimburse the 
vendors for what is essentially inventory.  

B. Subscription Software Licensing 
The A user friendly way for licensing software to cloud 

computing applications is the payment.  In this software 
licensing, for peak current users, the vendors is charged for the 
devices that are accessed by the user’s need and it is also 
mingled in this genre of software licensing [14].  In nature, 
Cloud service providers desire to pay in arrears, because that’s 
how they bill their customers.  The metered usage is reported 
back to the software vendors by the service providers for a 
period of time the end users consume the resources and it is 
done in this method. 

In addition to this, the market has the traditional software 
companies which are actively promoting subscription 
licensing.  In general, subscription software licensing costs is 
more for its eternal numbers over some period of the time. 
However, the end users are benefited with happy mind where 
they frequently use a fully supported and updated copy of their 
favourite applications, without any huge investment. 

The subscription software licensing is quite sensible when 
the cloud service provider is your application vendor.  For the 
cloud service providers, to use the model for a long period, the 
licensing subscription should be in terms of pay per use.  

C. Pay-Per-Use Software Licensing 
The pay-per-use software licensing is not favourable to the 
customers when the cloud service providers are “Nirvana”. 
For the metered usage of their products, the payment is done 
in arrears by the software users in this model. The 
infrastructure and application cost is included in what the 
customer pays for the service availed. There is no need for 
predicting the entire stack that already exist and which uses 
the same model by the cloud service providers. 

For products and services, the customers are locked 
by means of yearly commitments in the Massive Enterprise 
License Agreements and obviously, conventional software 
vendors are very defensive [15]. It is sure to get more revenue 
when the pay-per-use is disrupted by this model. Like an 
infrastructure, the software also costs less to buy than to rent 
for the full time.   

IV. PROBLEM DEFINITION 
Before In the existing Control Office Application (though 

division centric), the defined features provide for interfacing 
with related applications like Freight Operations Information 
System (FOIS) to update the relevant information on running 
of freight trains and with National Train Enquiry system 
(NTES) to provide real time information to the customers on 
the running of passenger train services. These are highly 
network centric features and may lead to lot of customer 
dissatisfaction in the event of breaking of links. It is therefore 
attempted to develop a module software for being hosted on the 
cloud which would help to overcome the functional limitations 
of the existing software. 

V. WHY MOVING TO SAAS (SOFTWARE AS A SERVICE) 
CLOUD 

1. Self Service on demand: For managing the own computing 
resources, the customers’ requests for the services is called as 
Self service on demand [16].The services are provided by a 
cloud provider for the customers who request for managing 
their resources over the internet. 2. Pooling of Resource: With 
the effort at minimum level, the rapid provision of resources 
pool is shared by the Cloud computing [17]. Using the remote 
data centres, the resources are drawn by the customers. 3. 
Elasticity: Over the internet, the services are provided on the 
cloud computing. As per the requirement of customer, the 
services are provided and managed from the cloud provided 
for the service request given by the customers and it may be 
larger or smaller from time to time [15]. 4. Measured Services: 
For a definite services according to the customer demand, the 
billing of services takes place here. [17]. As customers can 
request for services as per their own requirement, services are 
billed according to customers demand. The following are the 
benefits of SaaS [9] [17] in the cloud environment. 

Identify applicable sponsor/s here. (sponsors) 
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Figure 3: Software in the Cloud environment 

The following are the characteristics of the Saas in the cloud environment 
[18]: 

• Web access to the commercial software 
• Software is managed from a central location 
• Software delivered in a “one to many” model 
• Users not required to handle software upgrades and patches 
• For integrating the different pieces of software, the Application 

Programming Interface (API’s) is allowed.  
 

VI. PROPOSED SOFTWARE FRAMEWORK 
In the cloud environment, our proposed software framework is 
implemented to avoid the inconvenience of the user who 
would be using the COA functional features. In the software, 
we are providing the access control: only the authorized user 
can operate our software in the cloud, COA management: it 
manages and monitors the train movement in real time and the 
trains for scheduled and unscheduled planning, agent 
management is to work for the different needs of the user like 
accommodation, tourism etc, and the stamping is used to 
carried out the payment by the user for their travelling 
convenient. These access control, COA management, agent 
management and stamping are comes under the service 
delivery platform runtime. The security logs for the access 
control and database is maintained for the users and managing 
logs are done by this software. 

 
Figure 4: Proposed Software Framework for IR in the Cloud Environment 
 
 

VII. RESULTS BY OUR SOFTWARE FRAMEWORK 
By our software framework, there is no chance for the 
hardware problem like in the conventional method of railway 
booking method. In our software, the agent problem in the 
conventional method is reduced. The software implemented in 
the cloud, there will be no issue of server problem, and it is 
user friendly because we can access that any time and 
everywhere. The software in the cloud is available at any time 
for the user and it makes the user to use in comfortable 
manner. The following table gives the result of our proposed 
method. 
 

Table 1: Result of our proposed software framework 

VIII. CONCLUSION 
There is a cause for the shared services due to their 

matured services and the internet reliability and these are 
provided by means of cloud computing. The management 
effort is minimum and with the rapid provision or interaction of 
the service providers, the configurable computing resources of 
shared pool by the network access of on-demand services and 
convenient model is enabled by means of only cloud 
computing. In cloud computing, Software as a Service (SaaS) 
where software implemented in the cloud environment can be 
accessed from various users through browser, mobile phone etc 
by the application use. By implementing our software 
framework in the cloud, we can have distributed geographical 
agent centres; the usage of resource can be independent to the 
user of our software in the cloud. And our software framework 

Problems Previous 
Framework 

Proposed Framework 

Software  Reduced than the previous 
Hardware  Reduced than the previous 

Agent Problem  Reduced than the previous 
Server Problem  Reduced than the previous 

Availability Reduced than the previous 
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is a multiple application subsystems, Control Office 
Application management; access control, call centre support 
system are incorporated in the software itself, therefore there 
will be no chance for agents server problem or availability 
problem of the agents. 
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